4.1 NMS Intro


Authentication Details After Startup

1.After EUM startup is complete; the CCU sends a broadcast Registration Request message every two minutes, including a challenge string. Assume that the current state of EUM a is UP and between Registration Request messages, the status of EUM a at the RADIUS Server is changed to DOWN.

2. EUM a responds to the Registration Request with a Registration Response message, including the response to the challenge string and the EUM's current local view of its state (UP).

3. The CCU checks the EUM's status with the RADIUS Server following every 5th Registration Response from the EUM.

4. The RADIUS Server validates EUM a in its database and returns the status for EUM a (DOWN).

5. The CCU sends a Registration Status message to EUM a, including the DOWN status returned from the RADIUS Server.

6. EUM a receives the Registration Status message and updates its own internal state to DOWN. EUM a responds to the Registration Status message with a Registration Acknowledgement message, including the new state (DOWN).

7. Every two minutes after that, the CCU sends a broadcast Registration Request message.

8. EUM a responds to the Registration Request with a Registration Response message, as before.

9. Following a RADIUS validation, for the first four Registration Responses from the EUM at the CCU, the CCU simply returns the DOWN status in the Registration Status message, bypassing the RADIUS Server. On the 5th Registration Response from the EUM (i.e. after 10 minutes), the CCU checks the EUM's status with the RADIUS Server.

10. The RADIUS Server validates EUM a in its database and returns the status for EUM a (UP).

11. The CCU sends a Registration Status message to EUM a, including the UP status returned from the RADIUS Server.

12. EUM a receives the Registration Status message and updates its own internal state to UP. EUM a responds to the Registration Status message with a Registration Acknowledgement message, including the new state (UP).
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